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The Design Technologyoi High-speed Scalable Montgomery
Modular Division Device

ZHAQO Zong-guo', LI Wei'?, DAI Zi-bin'

(1 PLA Information Engineering University, Zhengzhou 450000, Chinas;

2 State Key Laboratory of Special Integrated Circuit and System, Fudan University, Shanghai 201203, China)

Abstract: To solve the problem of long cycle of calculation modular division with traditional way. in this paper. an
improved Montgomery modular division algorithm is proposed based on the original Montgomery modular inversion
algorithm. The algorithm compared calculation with modular inversion-division way can reduce 34% cycle. A
modular division device is designed to operate in both finite fields GF (p) and GF(2") based on the proposed
algorithm. We synthesize the modular division device under 0. 18 ym CMOS technology and the clock frequency can
reach 270 MHz. Compared with original Montgomery division, the design can support the calculation below 576 bits
and can reduce 15% cycle calculating modular division. Comparing with modular inversion-division way. 45% speed
of modular division faster can be accelerated.
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