32 % 512 B TFES I E N Vol. 32 No. 12
15412 MICROELECTRONICS &. COMPUTER December 2015

ETHAFEEMEGE XE A3 (E B EE
BT HEE, kB

(BB Tl K2 HANLEE B 2B . Z 8 A8 230009)

B OB R TETRTE AL BB BRSO T
B DR ST B A 5 R R B BB L A S

e

A BT AT R
5 5 8 B B T DA St AT D A

FHRERE L, BT U ARK A AT R AR EHERRA BWEET fz B3R B E R A
SaB, B5AAEEM, £LAER 2 : AR - S RE T EFKFATHEERE
KW T REHFH T EBBGEBR S XK = R IR

hESHES . TP309 XERFRIZAS: A SLERES: 1000—7180(2015)12—0105—05

Reversible Data Hidingin Encrypted Images
by Histogram Modification
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(School of Computer and Information. Hefei University of Technology. Hefei 230009, China)

Abstract: A novel reversible data hiding in encrypted domain is proposed based on block sorting and histogram
modification. The first work divides image into blocks and blocks sorting. and ecach block is permuted by scrambling
encryption. Then. the histogram of each block is modified to vacate room for secret data. Finally, the receiver can
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decrypt firstly and then extract data. the inverse process is also viable. Experiments show that the operator of data
extraction and image decryption is completely separable in the proposed method, and compared with the existing
methods. the proposed method has improved embedding capacity while maintaining zero error rate, and has better
image quality while under-capacity.
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