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A Method of Network Security Situation Prediction
Based on Hybrid Kernels PSO-SVR

Hai-bo

LI Fang-wei. LUO Jia.ZHI Jiang. ZHANG

(Chongqing Key Lab of Mobile Communications Technology.Chongqing University of Posts

and Telecommunications(CQUPT) ., Chongqing 400065, China)

Abstract: In order to predict the complicated network security situation reliably. a hybrid network security situation
predictive model based on kernel function PSO_SVR is proposed. To solve the problem that the accuracy of
prediction is low and there is no uniform to set the parameters, we construct a hybrid kernel function whose
interpolation and extrapolation performance is good. The particle warm optimization (PSO) based on hybrid kernel
function is introduced to search the optimization parameters. The simulation results show that the model compared

with the traditional network security situation prediction method is more secure than in the prediction accuracy. The

predictions are more scientific and reliable.
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