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Network based on big data analysis technology

ZHUANG Hai-yan

(Railway Police College, Zhengzhou 450053, China)
Abstract: The current wireless communication network security risk prediction model has some
shortcomings, such as large error and long prediction time. In order to improve the accuracy of
wireless communication network security risk prediction and accelerate the speed of wireless
communication network security risk prediction, a wireless communication network security risk
prediction model based on large data analysis technology is proposed. Firstly, the historical data
of wireless communication network security risk prediction are collected, and then the security
risk prediction model of wireless communication network is established by using large data
analysis technology. Finally, the simulation experiment of wireless communication network
security risk prediction is carried out. The results show that the security risk prediction accuracy
of wireless communication network based on this model is high and the prediction accuracy is
high. The measurement error is far less than other wireless communication network security risk
prediction models, which accelerates the speed of wireless communication network security risk
prediction.
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