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Attribute-Based Encryption Secure Access Control in Cloud

CAl Yan-wei, BAl Guang-wei, SHEN Hang, ZHU De-jian
(Department of Computer Science and Technology, Nanjing Tech University, Nanjing
211816,China)

Abstract: As cloud storage technology attracts more and more attention, Security in cloud storage
is now the biggest obstacle of cloud computing promotion. This paper proposes a new access
control scheme in cloud. According to the characteristics of the users, they are classified as
private users and public users. Use different ways to share the files and achieve the revocation of
users. The sharing of files to public users adopts a multi-authority solution to reduce the burden
of authorities and the risk of leaking information. Finally, analyze the security of the scheme and
compare the efficiency of this scheme with those of other schemes. The results show that the
proposed scheme can effectively solve the security problem in cloud storage.
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